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**工业和信息化部办公厅关于开展网络安全技术应用试点示范项目推荐工作的通知**

**工信厅网安函〔2018〕366号**

为深入贯彻落实《网络安全法》，加快建设网络强国和制造强国，促进网络安全先进技术协同创新和应用部署，推广网络安全最佳实践，提升网络安全产业发展水平，我部在组织三批电信和互联网行业网络安全试点示范的基础上，决定开展网络安全技术应用试点示范项目（以下简称示范项目）推荐工作。有关事项通知如下：

一、重点方向

示范项目重点引导方向包括但不限于:

（一）网络安全防护，包括实现资产管理、病毒和恶意代码查杀、入侵检测和防御、身份管理和访问控制、数字签名、商用密码应用、数据保护等防护功能的平台或系统。

（二）网络安全监测预警，包括具备网络攻击监测发现、网络流量分析与监测、态势感知、威胁预警与情报共享等监测预警能力的平台或系统。

（三）网络安全应急处置，包括支撑攻击溯源、事件响应、取证分析、应急恢复、应急演练等应急处置需求的平台或系统。

（四）网络安全检测评估，包括提供网络安全风险评估、源代码分析、漏洞检测、渗透性测试、模拟仿真、安全培训等检测评估能力的平台或系统。

（五）新技术新应用安全，包括用于保障云计算、大数据、人工智能、区块链、下一代网络（5G和IPv6）、物联网、车联网等新技术新应用安全的平台或系统。

（六）其他，应用效果突出、创新性显著、示范价值较高的网络安全项目。

二、推荐要求

（一）申报主体：项目申报主体包括公共通信和信息服务、能源、交通、水利、金融、公共服务、电子政务等行业和领域的企事业单位，以及为其提供网络安全技术、产品和服务的企事业单位等。申报主体应在中华人民共和国境内注册、具备独立法人资格。中央企业所属下级单位、子公司可作为独立申报主体。

（二）推荐对象：项目推荐对象为支撑本单位自身网络安全工作或为用户提供安全服务的网络安全技术平台或系统，不接受脱离应用场景的网络安全软硬件产品。项目须已正式投入运营，投资金额不低于200万元（综合性项目仅限网络安全相关部分）。

（三）遴选要素：示范项目遴选重点考虑项目的实用性、创新性、先进性和可推广性，考察项目是否具备实践基础并解决了应用单位实际存在的网络安全问题，是否运用创新技术并持续改进，是否具备较高的成熟度和可复制性，充分发挥综合效益。

三、推荐流程

（一）中央企业（含所属下级单位、子公司等）申报项目由集团公司组织推荐。其他示范项目由各省、自治区、直辖市及计划单列市工业和信息化主管部门与各省、自治区、直辖市通信管理局组织推荐，其中应用于电信和互联网领域的项目向所在地通信管理局申报，应用于其他领域的项目向所在地工业和信息化主管部门申报。部属单位项目直接向工业和信息化部（网络安全管理局）申报。申报材料格式见附件1。

（二）中央企业集团公司推荐项目总数原则上不超过10个。各省、自治区、直辖市及计划单列市工业和信息化主管部门推荐项目原则上不超过8个，各省、自治区、直辖市通信管理局推荐项目原则上不超过5个。请各单位按推荐项目的优先顺序填写项目汇总表（见附件2），并于2018年12月31日前将项目汇总表一式两份、申报书一式三份及其电子版报送工业和信息化部（网络安全管理局）。

（三）各申报主体牵头或参与联合申报的项目总数原则上不超过2个。对于多个申报主体联合申报的项目，参与申报的主体数量不超过3个。已入选工业和信息化部相关试点示范项目的不得再次申报，已申报但未入选2017年电信和互联网行业网络安全试点示范项目的不得在本批次再次申报。

（四）工业和信息化部组织对申报项目进行评审，遴选符合要求的项目开展试点示范，原则上试点示范入选项目数量不超过申报项目总数的30%。试点示范期为3年。
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